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"Is the periodic review limited to a 
'snapshot' in time or based upon 
continuous access to operational data 
and information across functions?"

"Does the company review and 
adapt its compliance program 
based upon lessons learned from 
its own misconduct?"

"Does the company engage in risk 
management of third parties 
throughout the lifespan of the 
relationship, or primarily during the 
onboarding process?"



"Do compliance and control personnel have 
sufficient direct or indirect access to relevant 
sources of data to allow for timely and effective 
monitoring and/or testing of policies, controls, 
and transactions?"

"[W]hat testing of controls, collection and 
analysis of compliance data, and interviews of 
employees and third parties does the company 
undertake? How are the results reported and 
action items tracked?"

"Prosecutors may credit the quality and 
effectiveness of a risk-based compliance 
program that devotes appropriate attention 
and resources to high-risk transactions, even if 
it fails to prevent an infraction"



“[A]s a former Chief Compliance Officer who now serves as the head of the Criminal Division, I want to know whether 
you are doing everything you can to ensure that when that individual employee is facing a singular ethical challenge, 
he has been informed, trained, and empowered to choose right over wrong. Or if he makes the wrong choice, you have 
a system that immediately detects, remediates, disciplines, and then adapts to ensure that others do not follow suit.” 

- Kenneth Polite (DOJ Head of Criminal Division)
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Identify Data 
Needs

Acquire
Cleanse & 
Transform

Validate Load Present


